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Dyscyplinarka za karmienie AI danymi 
firmy? Prawnicy wyjaśniają granice
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Wykorzystanie AI w pra-
cy staje się faktem. Już 
14 proc. osób używa jej co-
dziennie, a 30 proc. kilka 
razy w tygodniu. Podob-
ny odsetek osób korzysta 
z niej co najmniej kilka 
razy w miesiącu – wyni-
ka z badania „AI w pracy 
i szkole” przeprowadzo-
nego przez serwis karie-
ry InterviewMe.pl, z któ-
rego wynika jeszcze jeden 
wniosek, który może być 
zagrożeniem dla praco-
dawców. Badanie wska-
zuje bowiem, że co czwar-
ty ankietowany korzysta 
z narzędzi AI w tajemni-
cy przed swoim przeło-
żonym, a 42 proc. przy-
znaje, że przełożeni wie-
dzą o tym tylko częściowo. 
Tymczasem bywa tak, że 
pracownicy w celu otrzy-
mania potrzebnej infor-
macji karmią narzędzia 
sztucznej inteligencji 
danymi na temat firmy. 
Do kancelarii napływa-
ją w związku z tym pyta-
nia od pracodawców o to, 
jak mogą ukarać za to pra-
cowników.

– Otrzymujemy zapy-
tania o to, czy możliwe 
jest dyscyplinarne zwol-
nienie z pracy w sytuacji, 
gdy pracownik korzystał 
z narzędzi sztucznej in-
teligencji, przekazując 
mu dane firmy bez wie-
dzy i zgody pracodawcy 
– potwierdza dr Magda-
lena Zwolińska z kance-
larii HRLS.

Tajne przez poufne
Jednym z podstawowych 
obowiązków pracownika 
jest zachowanie w tajem-
nicy informacji, których 

ujawnienie mogłoby na-
razić pracodawcę na szko-
dę. Ujawnianie poufnych 
danych na zewnątrz orga-
nizacji będzie zatem sta-
nowiło naruszenie pod-
stawowych obowiązków 
pracowniczych. W niektó-
rych okolicznościach ta-
kie naruszenie może mieć 
nawet charakter ciężki, 
a tym samym skutkować 
dyscyplinarnym rozwią-
zaniem umowy o pracę.

Nie każdy przypadek 
korzystania ze sztucznej 
inteligencji przez pra-
cownika uzasadnia dys-
cyplinarkę. Radca praw-
ny Aleksandra Woźniak, 
ekspertka od prawa pracy 
z kancelarii Banasik, Woź-
niak i Wspólnicy, podkre-
śla, że na podstawie art. 
52 par. 1 pkt 1 kodeksu 
pracy pracodawca może 
rozwiązać umowę o pra-
cę bez wypowiedzenia (z 
winy pracownika) w przy-
padku ciężkiego naru-
szenia przez pracownika 
podstawowych obowiąz-
ków pracowniczych. Żeby 
mówić o „ciężkim naru-
szeniu podstawowych 
obowiązków pracowni-
czych”, musi natomiast 
występować naruszenie 
albo zagrożenie intere-
sów pracodawcy, a tak-
że zawinienie obejmują-
ce zarówno bezprawność 
zachowania pracownika 
(naruszenie podstawo-
wego obowiązku pracow-
niczego), naruszenie albo 
zagrożenie interesów pra-
codawcy oraz zawinienie 
obejmujące zarówno winę 
umyślną, jak i rażące nie-
dbalstwo.

– Dlatego samo naru-
szenie podstawowego 
obowiązku pracownicze-
go nie stanowi podstawy 

do rozwiązania umowy 
o pracę w trybie dyscypli-
narnym – podkreśla Alek-
sandra Woźniak.

Wskazuje na orzecz-
nictwo Sądu Najwyższe-
go, z którego również wy-
nika, że samo przekazanie 
przez pracownika poza 
wewnętrzny serwer, sys-
tem czy zasób pracodaw-
cy informacji stanowią-
cej tajemnicę przedsię-
biorstwa albo informacji 
i danych mających wy-
mierną wartość dla fir-
my nie przesądza o na-
ruszeniu podstawowego 
obowiązku zachowania 
w tajemnicy informacji, 
których ujawnienie mo-
głoby narazić pracodawcę 
na szkodę.

– Zdaniem Sądu Naj-
wyższego w użytym 
w art. 52 par. 1 pkt 1 k.p. 
pojęciu ciężkie narusze-
nie podstawowych obo-
wiązków pracowniczych 
mieszczą się trzy elemen-
ty, które muszą wystąpić 
łącznie. Samo zagrożenie 
lub naruszenie intere-
sów pracodawcy nie może 
więc uzasadniać rozwią-
zania umowy o pracę bez 
wypowiedzenia. Podob-
nie nie uzasadnia roz-
wiązania umowy o pracę 
w tym trybie sama tylko 
bezprawność zachowania 
pracownika – przyzna-
je dr Magdalena Zwoliń-
ska, powołując się na wy-
rok SN z 22 marca 2016 r. 
(sygn. akt I PK 94/15).

Zatem, jak dodaje Alek-
sandra Woźniak, decydu-
jące znaczenie w takiej 
sytuacji ma ocena, czy ta-
kie zachowanie pracowni-
ka służyło wykonywaniu 
jego obowiązków pracow-
niczych (a nie do innych 
celów) i stanowiło akcep-

towaną przez pracodaw-
cę praktykę, wymuszoną 
realiami warunków pracy.

– Trudno bowiem 
uznać za bezprawne za-
chowanie pracownika, 
który wykonuje swoje 
obowiązki pracownicze, 
dostosowując się do usta-
lonego przez pracodawcę 
sposobu organizacji pra-
cy. W takim przypadku to 
pracodawcę, a nie pracow-
nika obciąża ewentualne 
ryzyko powstania szkody 
– mówi Aleksandra Woź-
niak i przyznaje, że dlate-
go tak ważne jest, aby pra-
codawcy w dobie gospo-
darki cyfrowej ustanawiali 
wewnętrzne procedury 
określające zasady korzy-
stania przez pracowników 
ze sztucznej inteligencji 
przy świadczeniu pracy. 
Korzystanie ze sztucznej 
inteligencji wiąże się bo-
wiem z wprowadzaniem 
danych do zewnętrznego 
systemu, które pozostają 
poza kontrolą pracodawcy.

Świadomość ryzyka
Doktor Katarzyna Kalata, 
radca prawny, specjalistka 
w dziedzinie prawa pra-
cy oraz ubezpieczeń spo-
łecznych, zwraca uwagę, 
że kluczowe znaczenie ma 
też element świadomo-
ści pracownika. Wskazu-
je na wyrok Sądu Najwyż-
szego z 25 czerwca 2025 r. 
(III PSKP 30/24), w którym 
jest mowa o tym, że wa-
runkiem „ciężkiego” na-
ruszenia jest stosunek 
psychiczny pracowni-
ka do skutków własnego 
działania – czyli to, czy 
wiedział albo co najmniej 
mógł i powinien przewi-
dywać, że narusza podsta-
wowe obowiązki i naraża 
pracodawcę na negatyw-
ne konsekwencje.

– W praktyce oznacza 
to, że dyscyplinarka może 
być zasadna tylko wte-
dy, gdy pracownik miał 
świadomość ryzyka. Jeżeli 

przekazywał do ChatGPT 
dane poufne, dane oso-
bowe lub informacje ob-
jęte tajemnicą przedsię-
biorstwa, wiedząc – albo 
przy zachowaniu elemen-
tarnej staranności powi-
nien wiedzieć – że są to 
dane, których nie wolno 
udostępniać na zewnątrz, 
wówczas można mówić 
o rażącym niedbalstwie, 
a nawet winie umyślnej. 
W takim układzie spełnio-
na może być przesłanka 
ciężkiego naruszenia obo-
wiązku lojalności i pouf-
ności – tłumaczy dr Kata-
rzyna Kalata.

Natomiast brak polityk 
AI, szkoleń i jasnych re-
guł po stronie pracodawcy 
istotnie osłabia podstawy 
do skorzystania z art. 52 
k.p. To jednak nie ozna-
cza bezkarności. W takich 
przypadkach możliwe po-
zostają kary porządkowe, 
wypowiedzenie umowy 
o pracę, a w razie szkody 
– odpowiedzialność ma-
terialna pracownika. Je-
żeli doszło do ujawnienia 
danych osobowych lub 
tajemnicy przedsiębior-
stwa, odpowiedzialność 
może wykraczać poza pra-
wo pracy.

Eksperci zauważają, że 
w ewentualnym sporze 
sądowym z pracodawcą 
pracownik mógłby opie-
rać swoją argumentację, 
podnosząc, że jego zacho-
wanie służyło wykonywa-
niu obowiązków pracow-
niczych (a nie realizacji 
jego własnych prywatnych 

celów) i stanowiło akcep-
towaną przez pracodaw-
cę praktykę, nawet jeśli 
w tym zakresie obowiązy-
wała w firmie wewnętrz-
na procedura, która nie 
była jednak powszechnie 
przestrzegana. W toku do-
konywania oceny warto 
więc zweryfikować, z ja-
kiej wersji ChatGPT pra-
cownik korzystał, ponie-
waż różne wersje oferują 
odmienne zabezpieczenia 
danych. Poza tym warto 
sprawdzić, czy w ustawie-
niach systemu była włą-
czona opcja pozwalająca 
na wykorzystywanie da-
nych do trenowania mo-
delu oraz czy była włączo-
na opcja zapamiętywania 
rozmów oraz czy używał 
wersji przeznaczonej do 
wykorzystania bizneso-
wego.

– Niestety nawet gdyby 
opcje trenowania modeli 
były wyłączone, a pracow-
nik skorzystałby z wersji 
niewykorzystującej da-
nych do dalszego treno-
wania AI, to jego działanie 
doprowadziło do przeka-
zania danych poza syste-
my pracodawcy – mówi 
mec. Katarzyna Bando-Ty-
lińska, ekspertka z kan-
celarii Banasik, Woźniak 
i Wspólnicy.

Dlatego niezwykle 
istotne jest uświadamia-
nie pracowników o za-
grożeniach wynikających 
z korzystania z systemów 
AI, jak i o zasadach obo-
wiązujących u danego 
pracodawcy. ©℗

 praca  Pracownicy coraz chętniej usprawniają swoją pracę 
za pomocą sztucznej inteligencji, często wprowadzając do 
chatbotów poufne informacje przedsiębiorstwa. Naruszenie 
tajemnicy firmy może skutkować zwolnieniem z pracy

Dodatkowe miliony na pensje nie zaspokajają apetytów pracowników uczelni

 szkolnictwo wyższe 
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33,4 mln zł wydadzą 
uczelnie publiczne na 
wzrost wynagrodzeń 
oraz stypendiów dok-
toranckich. Zdaniem 
związkowców to zdecy-
dowanie za mało. Doma-
gają się większych nakła-
dów na szkolnictwo wyż-
sze i naukę.

Zgodnie z zapowiedzią 
DGP resort zaproponował, 
aby wynagrodzenie mini-

malne profesora, od któ-
rego zależą też płace in-
nych pracowników uczel-
ni, wzrosło z 9370 zł do 
9650 zł (pisaliśmy o tym: 
„Rząd zagłodzi naukow-
ców”, DGP 235/2025). Tak 
wynika z projektu rozpo-
rządzenia ministra nauki 
i szkolnictwa wyższego, 
który trafił do konsultacji.

Oznacza to, że pensje 
w publicznych szkołach 
wyższych nie będą niż-
sze niż:
▪  9650 zł brutto dla pro-

fesorów,

▪  8009,50 zł brutto dla 
profesorów uczelni,

▪  7044,50 zł brutto 
dla adiunktów,

▪  4825 zł brutto dla asy-
stentów.
Wynika z tego, że oso-

by, które dopiero zaczy-
nają karierę naukową, 
będą miały zagwaranto-
wane zaledwie 19 zł wię-
cej, niż wynosi najniższa 
krajowa (4806 zł).

Na podwyżce mini-
malnej stawki profeso-
ra skorzystają również 
doktoranci. Stypendium 

doktoranta przed oceną 
śródokresową wzrośnie do 
3570,50 zł, a po jej przepro-
wadzeniu do 5500,50 zł.

„Propozycja uwzględnia 
możliwości finansowe bu-
dżetu na 2026 r. przezna-
czonego na szkolnictwo 
wyższe i naukę” – uza-
sadnia propozycję resort. 
Podkreśla, że projektowa-
ne rozporządzenie okre-
śla wyłącznie minimalną 
miesięczną wysokość wy-
nagrodzenia zasadnicze-
go profesora. „Faktyczną 
wysokość pensji i świad-

czeń kształtują uczelnie 
publiczne indywidualnie 
w odniesieniu do każdego 
pracownika, z uwzględ-
nieniem posiadanych za-
sobów finansowych” – do-
daje MNiSW.

Związkowcy są zawie-
dzeni tą propozycją re-
sortu.

– Uważamy, że 3 proc. 
na podwyżki to powol-
ne głodzenie środowi-
ska akademickiego i na-
uki polskiej. Domagamy 
się powiązania pensji na 
uczelniach z przeciętnym 

wynagrodzeniem w go-
spodarce. Wzrost wyna-
grodzeń w tym sektorze 
powinien zostać unieza-
leżniony od decyzji po-
litycznych – komentuje 
Janusz Szczerba, prezes 
Rady Szkolnictwa Wyż-
szego i Nauki Związku 
Nauczycielstwa Polskiego.

Rozporządzenie ma 
wejść w życie z mocą od 
1 stycznia 2026 r. ©℗
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AI W PRAKTYCE Najpopularniejsze narzędzie AI 
wśród Polaków

Zadania, w których 
najczęściej 
wspieramy się AI 

Coraz chętniej 
korzystamy 
z pomocy sztucznej 
inteligencji. 
Jakie narzędzia 
wybieramy 
najczęściej? 
W jakich sytuacjach 
sięgamy 
po pomoc AI?
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